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1. Общие положения

1.1. Настоящая Политика в отношении обработки персональных данных, именуемая в
дальнейшем «Политика», является основополагающим локальным актом Ассоциации СРО
СНО «Стройбизнесинвест» (далее - «СБИ»), регулирующим вопросы обработки и защиты
персональных данных в СБИ.
1.2. Настоящая Политика разработана в соответствии с Федеральным законом № 152-
ФЗ от 27.07.2006 «О персональных данных» и предназначена для публичного
ознакомления неограниченного круга лиц на официальном веб-сайте СБИ в
информационно-телекоммуникационной сети Интернет http://www.srosbi.ru/, в
дальнейшем «веб-сайте».
1.3. Настоящая Политика разработана в целях реализации требований законодательства
в области обработки и защиты персональных данных и направлена на обеспечение
защиты прав и свобод человека и гражданина при обработке его персональных данных в
СБИ.
1.4. Политика раскрывает основные категории персональных данных, обрабатываемых
в СБИ, цели, способы и принципы обработки персональных данных, права субъектов
персональных данных, а также перечень мер, применяемых СБИ в целях обеспечения
безопасности персональных данных при их обработке.
1.5. Положения настоящей Политики являются основой для разработки локальных
актов СБИ, регламентирующих вопросы обработки и защиты персональных данных.
1.6. Ассоциация СРО СНО «Стройбизнесинвест» расположена по адресу: 173001,
Новгородская область, г.о. Великий Новгород, г Великий Новгород, ул. Стратилатовская,
д. 17, кабинет 309.
1.7. Условия обработки персональных данных работников СБИ регулируются иными
локальными нормативно-правовыми актами СБИ.

2. Область действия настоящей Политики

2.1. Действие настоящей Политики распространяется на все процессы СБИ, в рамках
которых осуществляется обработка персональных данных, как с использованием средстве
вычислительной техники, в том числе с использованием информационно-
телекоммуникационных сетей, так и без использования таких средств.
2.2. СБИ обязано опубликовать или иным образом обеспечить неограниченный доступ
к настоящей Политике, в том числе разместить на сайте СБИ в сети Интернет.

3. Термины и их определения

3.1. В Политике используются следующие основные термины и их определения,
применяемые в законодательстве в области обработки и защиты персональных данных:
Автоматизированная обработка персональных данных – обработка персональных
данных с помощью средств вычислительной техники.
Блокирование персональных данных - временное прекращение обработки
персональных данных (за исключением случаев, если обработка необходима для
уточнения персональных данных).
Информационная система персональных данных (ИСПДн) - совокупность
содержащихся в базах данных персональных данных и обеспечивающих их обработку
информационных технологий и технических средств.
Обработка персональных данных - любое действие (операция) или совокупность
действий (операций), совершаемых с использованием средств автоматизации или без
использования таких средств с персональными данными, включая сбор, запись,
систематизацию, накопление, хранение, уточнение (обновление, изменение), извлечение,
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использование, передачу (распространение, предоставление, доступ), блокирование,
удаление, уничтожение персональных данных.
Оператор - государственный орган, муниципальный орган, юридическое или физическое
лицо, самостоятельно или совместно с другими лицами организующие и (или)
осуществляющие обработку персональных данных, а также определяющие цели
обработки персональных данных, состав персональных данных, подлежащих обработке,
действия (операции), совершаемые с персональными данными.
Персональные данные – любая информация, относящаяся к прямо или косвенно
определенному или определяемому физическому лицу (субъекту персональных данных).
Предоставление персональных данных – действия, направленные на раскрытие
персональных данных определенному лицу или определенному кругу лиц.
Распространение персональных данных - действия, направленные на раскрытие
персональных данных неопределенному кругу лиц (передача персональных данных) или
на ознакомление с персональными данными неограниченного круга лиц, в том числе
обнародование персональных данных в средствах массовой информации, размещение в
информационно-телекоммуникационных сетях или предоставление доступа к
персональным данным каким-либо иным способом.
Трансграничная передача персональных данных - передача персональных данных на
территорию иностранного государства органу власти иностранного государства,
иностранному физическому или иностранному юридическому лицу.
Уничтожение персональных данных - действия, в результате которых невозможно
восстановить содержание персональных данных в информационной системе
персональных данных и (или) в результате которых уничтожаются материальные
носители персональных данных.
Блокирование персональных данных – временное прекращение обработки
персональных данных (за исключением случаев, если обработка необходима для
уточнения персональных данных).
Уничтожение персональных данных – действия, в результате которых становится
невозможным восстановить содержание персональных данных в информационной
системе персональных данных и (или) в результате которых уничтожаются материальные
носители персональных данных.
Обезличивание персональных данных – действия, в результате которых становится
невозможным без использования дополнительной информации определить
принадлежность персональных данных конкретному субъекту персональных данных.
Информационная система персональных данных – совокупность содержащихся в базе
данных персональных данных и обеспечивающих их обработку информационных
технологий и технических средств.
Использование персональных данных – действия (операции) с персональными
данными, совершаемые оператором в целях принятия решений или совершения иных
действий, порождающих юридические последствия в отношении субъекта персональных
данных или других лиц либо иным образом затрагивающие права и свободы субъекта
персональных данных или других лиц.
Конфиденциальность персональных данных – обязательное для соблюдения
оператором или иным получившим доступ к персональным данным лицом требование не
допускать их распространения без согласия субъекта персональных данных или наличии
иного законного основания.
Общедоступные персональные данные – персональные данные, доступ
неограниченного круга лиц к которым предоставлен с согласия субъекта персональных
данных или на которые в соответствии с федеральными законами не распространяется
требование соблюдения конфиденциальности.
Обработка персональных данных без использования средств автоматизации
(неавтоматизированная) – обработка персональных данных, содержащихся в
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информационной системе персональных данных либо извлеченных из такой системы, при
которой такие действия с персональными данными как использование, уточнение,
распространение, уничтожение персональных данных в отношении каждого из субъектов
персональных данных, осуществляется при непосредственном участии человека.
Информация – сведения (сообщения, данные) независимо от формы их представления.
Документированная информация – зафиксированная на материальном носителе путем
документирования информация с реквизитами, позволяющими определить такую
информацию или ее материальный носитель.

4. Принципы обработки персональных данных

4.1. Обработка персональных данных в СБИ осуществляется на основе следующих
принципов:
4.1.1. обработка персональных данных осуществляется на законной и справедливой
основе;
4.1.2. обработка персональных данных ограничивается достижением конкретных, заранее
определенных и законных целей. Не допускается обработка персональных данных,
несовместимая с целями сбора персональных данных;
4.1.3. не допускается объединение баз данных, содержащих персональные данные,
обработка которых осуществляется в целях, несовместимых между собой;
4.1.4. обработке подлежат только персональные данные, которые отвечают целям их
обработки;
4.1.5. содержание и объем обрабатываемых персональных данных соответствуют
заявленным целям обработки. Обрабатываемые персональные данные не являются
избыточными по отношению к заявленным целям их обработки;
4.1.6. при обработке персональных данных обеспечивается точность персональных
данных, их достаточность, а в необходимых случаях и актуальность по отношению к
целям обработки персональных данных. СБИ принимает необходимые меры по удалению
или уточнению неполных или неточных данных либо обеспечивает их принятие;
4.1.7. хранение персональных данных осуществляется в форме, позволяющей определить
субъекта персональных данных, не дольше, чем этого требуют цели обработки
персональных данных, если срок хранения персональных данных не установлен
федеральным законом, договором, стороной которого, выгодоприобретателем или
поручителем, по которому является субъект персональных данных;
4.1.8. обработка персональных данных должна быть прекращена по достижении целей
обработки или в случае утраты необходимости в достижении этих целей, если иное не
предусмотрено федеральным законом.
4.2. Доступ к персональным данным субъекта персональных данных разрешается
только специально уполномоченным лицам, определенным приказом исполнительного
директора СБИ, при этом указанные лица должны иметь право получать только те
персональные данные субъекта персональных данных, которые необходимы для
выполнения конкретных функций

5. Цели сбора и обработки персональных данных

5.1. СБИ осуществляет сбор и обработку персональных данных с целью:
5.1.1. обеспечения соблюдения Конституции Российской Федерации, федеральных
законов и иных нормативных правовых актов Российской Федерации;
5.1.2. реализации договорных отношений, с поставщиками товаров и услуг, налоговых
отношений, бухгалтерского учета и аудита в соответствии с действующим
законодательством Российской Федерации;
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5.1.3. защиты персональных данных работников от несанкционированного доступа и
разглашения;
5.1.4. защиты персональных данных членов СБИ, их сотрудников (при предоставлении
таких данных).
5.2. Обработка персональных данных в СБИ осуществляется на законной и
справедливой основе и ограничивается достижением конкретных, заранее определенных и
законных целей. Обработке подлежат только персональные данные, которые отвечают
целям их обработки. Содержание и объем обрабатываемых персональных данных
соответствуют заявленным целям обработки, избыточность обрабатываемых данных не
допускается.
5.3. При обработке персональных данных СБИ обеспечивается точность персональных
данных, их достаточность и, в необходимых случаях, актуальность по отношению к целям
обработки персональных данных. СБИ принимает и обеспечивает принятие необходимых
мер по удалению или уточнению неполных или неточных персональных данных.
5.4. СБИ в рамках выполнения своей основной деятельности осуществляет обработку
персональных данных следующих субъектов персональных данных: посетители сайта,
члены СБИ, поставщики товаров и услуг, работники СБИ, а также иные третьи лица,
которые прямо или косвенно определены или определяемы с помощью персональных
данных.

6. Правовые основания обработки персональных данных

6.1. Правовыми основаниями обработки персональных данных является совокупность
нормативных правовых актов, во исполнение которых и в соответствии с которыми СБИ
осуществляет обработку персональных данных, в том числе:
6.1.1. Конституция Российской Федерации;
6.1.2. Гражданский кодекс Российской Федерации;
6.1.3. Налоговый кодекс Российской Федерации;
6.1.4. Трудовой кодекс Российской Федерации;
6.1.5. Федеральный закон №152-ФЗ от 27.07.2006 «О персональных данных»;
6.1.6. Федеральный закон №149-ФЗ от 27.07.2006 «Об информации, информационных
технологиях и о защите информации»;
6.1.7. Федеральный закон №402-ФЗ от 06.12.2011 «О бухгалтерском учете»;
6.1.8. Федеральный закон №125-ФЗ от 22.10.2004 «Об архивном деле в Российской
Федерации»;
6.1.9. Устав и иные локальные нормативные акты СБИ;
6.1.10. иные нормативные правовые акты Российской Федерации и нормативные
документы уполномоченных органов государственной власти.
6.2. СБИ осуществляет обработку персональных данных при наличии хотя бы одного
из следующих условий:
6.2.1. обработка персональных данных осуществляется с согласия субъекта
персональных данных на обработку его персональных данных; субъект персональных
данных принимает решение о предоставлении его персональных данных и дает согласие
на их обработку свободно, своей волей и в своем интересе. Согласие на обработку
персональных данных может быть дано субъектом персональных данных или его
представителем в любой позволяющей подтвердить факт его получения форме, если иное
не установлено Законом о персональных данных. Лицо, осуществляющее обработку
персональных данных по поручению СБИ, не обязано получать согласие субъекта
персональных данных на обработку его персональных данных;
6.2.2. осуществляется обработка персональных данных, подлежащих опубликованию или
обязательному раскрытию в соответствии с федеральным законом;
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6.2.3. обработка персональных данных необходима для осуществления прав и законных
интересов оператора или третьих лиц, при условии, что при этом не нарушаются права и
свободы субъекта персональных данных;
6.2.4. обработка персональных данных необходима для достижения целей,
предусмотренных законом, для осуществления и выполнения возложенных
законодательством Российской Федерации на оператора функций, полномочий и
обязанностей;
6.2.5. обработка персональных данных осуществляется в статистических или иных
исследовательских целях, при условии обязательного обезличивания персональных
данных.
6.3. СБИ строго придерживается принципов минимизации объема персональных
данных и сроков обработки. Обработка персональных данных прекращается в случаях:
6.3.1. достижения цели обработки персональных данных;
6.3.2. исполнения или прекращения договора, для исполнения которого обрабатывались
персональные данные;
6.3.3. истечения срока действия согласия на обработку персональных данных или
досрочного отзыва согласия.
6.4. СБИ не использует фотографии или видеозаписи, полученные при проведении
встреч, заседаний и иных мероприятий, организуемых СБИ, для идентификации
субъектов персональных данных, сопоставления или отнесения лиц, изображенных на
фотографиях или видеозаписях, с иной информацией о физических лицах. На основании
таких фотографий и видеозаписей невозможно прямо или косвенно определить
физическое лицо.

7. Состав обрабатываемых персональных данных

7.1. СБИ осуществляет обработку персональных данных субъектов персональных
данных в объеме и категориях, определенных нормативно-правовым актами Российской
Федерации и локальными нормативными актами СБИ.
7.2. Категории субъектов и конкретные цели обработки персональных данных.
7.2.1. СБИ осуществляется обработка персональных данных следующих категорий
субъектов в указанных целях.
№ Категория субъектов Конкретные цели обработки
1. ИП - члены СБИ, представители СБИ и

членов СБИ, в том числе членов
юридических лиц.

Рассмотрение заявления о включении или
исключении из СБИ, подготовка заключений
Ведение Единого реестра сведений о членах
СБИ и их обязательствах

2. Лиц, состоящих в трудовых отношениях
с членами СБИ (далее – работник члена
СБИ);

Рассмотрение заявления о включении или
исключении из СБИ, подготовка заключений
Ведение Единого реестра сведений о членах
СБИ и их обязательствах.
Осуществление проверки деятельности
членов СБИ в рамках осуществления
Уставной деятельности.

3. Членами коллегиального и
специализированных органов СБИ, а
также лица, привлекаемые в качестве
экспертов

Осуществление уставной деятельности СБИ
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№ Категория субъектов Конкретные цели обработки
4. Экзаменуемые лица в рамках

независимой оценки квалификаций,
проводимой СПК

Организация деятельности в части проведения
независимой оценки квалификаций

5. Лица, вступившие в трудовые
отношения с СБИ, лица, прекратившие
трудовые отношения с СБИ (Работники
СБИ), и лица, претендующих на
трудоустройство в СБИ

Управление персоналом и кадровое
администрирование в объеме,
предусмотренном трудовым
законодательством

6. Родственники работников СБИ Управление персоналом и кадровое
администрирование в объеме,
предусмотренном трудовым
законодательством

7. Соискатели на вакантные должности в
СБИ

Рассмотрение резюме и принятие решения о
трудоустройстве в СБИ

8. Лица, обращающиеся в СБИ с
запросами, жалобами, рекламациями и
т.д. по собственной инициативе

Обработка входящей и исходящей
корреспонденции, рассмотрение обращений,
жалоб, рекламаций
Мониторинг соблюдения СБИ требований
законодательства, рассмотрение заявлений
Ростехнадзора об исключении из СБИ
Рассмотрение жалоб.

9. Представители и контактные лица
юридических лиц – контрагентов СБИ

Заключение, изменение, расторжение
договоров, а также выполнение обязательств
по заключенным договорам
Исполнение требований законодательства о
налоговом и бухгалтерском учете

10. Индивидуальные предприниматели или
физические лица – контрагенты СБИ

7.3. СБИ получает персональные данные субъектов персональных данных
непосредственно от субъектов персональных данных (их представителей) или от третьих
лиц, когда такое получение допускается в соответствии с Законом о персональных
данных.

8. Порядок и условия сбора и обработки персональных данных

8.1. СБИ при сборе персональных данных обеспечивает запись, систематизацию,
накопление, хранение, уточнение (обновление, изменение) и извлечение персональных
данных с использованием баз данных, находящихся на территории Российской
Федерации.
8.2. Обработка персональных данных осуществляется с согласия субъекта
персональных данных, если иное не предусмотрено законодательством Российской
Федерации.
8.3. К обработке персональных данных допускаются только те работники СБИ, которые
в силу своих должностных обязанностей осуществляют сбор, хранение и обработку
персональных данных. Указанные работники имеют право получать только те
персональные данные, которые необходимы им для выполнения своих должностных
обязанностей и соблюдения требований Федерального закона № 152-ФЗ от 27.07.2006 «О
персональных данных»; Федерального закона № 323-ФЗ от 21.11.2011 «Об основах
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охраны здоровья граждан в Российской Федерации»; Трудового Кодекса и иных
нормативных актов Российской Федерации.
8.4. СБИ не размещает персональные данные субъекта персональных данных в
общедоступных источниках без его предварительного согласия.
8.5. Передача персональных данных третьим лицам допускается с письменного
согласия субъекта персональных данных, за исключением случаев, когда это необходимо
в целях предупреждения угрозы жизни и здоровью субъекта персональных данных, а
также в иных случаях, установленных законодательством Российской Федерации.
8.6. Трансграничная передача в СБИ не осуществляется.
8.7. При передаче персональных данных третьим лицам в соответствии с
заключенными договорами СБИ обеспечивает обязательное выполнение требований
законодательства Российской Федерации и нормативных актов СБ в области
персональных данных.
8.8. Передача персональных данных в уполномоченные органы исполнительной власти
и организации (Министерство внутренних дел Российской Федерации; Министерство
иностранных дел Российской Федерации; Федеральную налоговую службу; Пенсионный
фонд Российской Федерации; Федеральный фонд обязательного медицинского
страхования Российской Федерации и другие) осуществляется в соответствии с
требованиями законодательства Российской Федерации.
8.9. СБИ вправе поручить обработку персональных данных другому юридическому
лицу или индивидуальному предпринимателю с согласия субъекта персональных данных
на основании заключаемого договора. Юридическое лицо или индивидуальный
предприниматель, осуществляющие обработку персональных данных по поручению СБИ,
обязаны соблюдать принципы и правила обработки персональных данных,
предусмотренные законодательством Российской Федерации в области персональных
данных.
8.10. В случае, когда СБИ на основании договора передает или поручает обработку
персональных данных другому юридическому лицу или индивидуальному
предпринимателю, существенным условием договора должна быть обязанность
обеспечения указанным лицом условий конфиденциальности и обеспечения безопасности
персональных данных при их передаче или обработке.
8.11. Хранение персональных данных СБ осуществляется в форме, позволяющей
определить субъекта персональных данных, не дольше, чем этого требуют цели их
обработки, если срок хранения персональных данных не установлен федеральным
законом, локальным нормативным актом, договором, стороной которого,
выгодоприобретателем или поручителем по которому является субъект персональных
данных.8.12. Обрабатываемые персональные данные подлежат уничтожению либо
обезличиванию по достижении целей обработки или в случае утраты необходимости в
достижении этих целей, если иное не предусмотрено федеральным законом.
8.13. Сроки хранения персональных данных субъекта персональных данных в СБИ
определяются в соответствии с законодательством Российской Федерации и
нормативными локальными актами СБИ.

9. Права субъекта персональных данных

9.1. Права Субъектов ПД.
9.1.1. Субъект ПД имеет право на получение сведений об Операторе, о месте его
нахождения, о наличии у Оператора персональных данных, относящихся к конкретному
субъекту персональных данных, а также на ознакомление с такими персональными
данными, за исключением случаев, предусмотренных частью 8 статьи 14 Закона о
персональных данных.



8

9.1.2. Субъект ПД имеет право на получение от Оператора при личном обращении к нему
либо при получении Оператором письменного запроса от Субъекта ПД следующей
информации, касающейся обработки его персональных данных, в том числе содержащей:
1) подтверждение факта обработки персональных данных Оператором, а также цель
такой обработки;
2) правовые основания и цели обработки персональных данных;
3) цели и применяемые Оператором способы обработки персональных данных;
4) наименование и место нахождения Оператора, сведения о лицах (за исключением
работников оператора), которые имеют доступ к персональным данным или которым
могут быть раскрыты персональные данные на основании договора с Оператором или на
основании Федерального закона;
5) обрабатываемые персональные данные, относящиеся к соответствующему
субъекту персональных данных, источник их получения, если иной порядок
предоставления таких данных не предусмотрен Федеральным законом;
6) сроки обработки персональных данных, в том числе сроки их хранения;
7) порядок осуществления субъектом персональных данных прав, предусмотренных
Федеральным законом;
8) информацию об осуществленной или о предполагаемой трансграничной передаче
данных;
9) наименование или фамилию, имя, отчество и адрес лица, осуществляющего
обработку персональных данных по поручению Оператора, если обработка поручена или
будет поручена такому лицу;
10) иные сведения, предусмотренные Федеральным законом или другими
федеральными законами;
9.1.3. Субъект ПД вправе требовать изменения, уточнения, уничтожения информации о
самом себе;
9.1.4. Субъект ПД вправе обжаловать неправомерные действия или бездействие по
обработке персональных данных и требовать соответствующей компенсации в суде;
9.1.5. Субъект ПД имеет право на дополнение персональных данных оценочного
характера заявлением, выражающим его собственную точку зрения;
9.1.6. Субъект ПД имеет право определять представителей для защиты своих
персональных данных;
9.1.7. Субъект ПД имеет право требовать от Оператора уведомления обо всех
произведенных в них изменениях или исключениях из них.
9.1.8. Субъекта ПД имеет право обжаловать в уполномоченном органе по защите прав
субъектов персональных данных или в судебном порядке действия или бездействие
Оператора, если считает, что последний осуществляет обработку его персональных
данных с нарушением требований Федерального закона «О персональных данных» или
иным образом нарушает его права и свободы.
9.1.9. Субъект ПД данных имеет право на защиту своих прав и законных интересов, в том
числе на возмещение убытков и (или) компенсацию морального вреда в судебном
порядке.

10. Обработка запросов субъектов персональных данных и контролирующего
органа

10.1. Обязанности Оператора.
10.1.1. По факту личного обращения либо при получении письменного запроса Субъекта
ПД данных или его представителя Оператор, при наличии оснований, обязан в течение 10
рабочих дней с даты обращения либо получения запроса субъекта персональных данных
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или его представителя предоставить сведения в объеме, установленном Федеральным
законом. Такие сведения должны быть предоставлены Субъекта ПД в доступной форме, и
в них не должны содержаться персональные данные, относящиеся к другим субъектам
персональных данных, за исключением случаев, если имеются законные основания для
раскрытия таких персональных данных.
10.1.2. СБИ обязана безвозмездно предоставить субъекту персональных данных
возможность ознакомления с персональными данными, относящимися к
соответствующему субъекту персональных данных, а также внести в них необходимые
изменения, уничтожить или блокировать соответствующие персональные данные при
предоставлении субъектом персональных данных сведений, подтверждающих, что
персональные данные являются неполными, устаревшими, недостоверными, незаконно
полученными или не являются необходимыми для заявленной цели обработки. О
внесенных изменениях и предпринятых мерах СБИ обязана уведомить субъект
персональных данных и третьих лиц, которым персональные данные этого субъекта
персональных данных были переданы
10.1.3. Все обращения субъектов персональных данных или их представителей
регистрируются в Журнале учета обращений граждан (субъектов персональных данных)
по вопросам обработки персональных данных.
10.1.4. В случае отказа в предоставлении субъекту персональных данных или его
представителю при обращении либо при получении запроса субъекта персональных
данных или его представителя информации о наличии персональных данных о
соответствующем субъекте персональных данных Оператор обязан дать в письменной
форме мотивированный ответ, содержащий ссылку на положение части 8 статьи 14 Закона
о персональных данных или иного федерального закона, являющееся основанием для
такого отказа, в срок, не превышающий 10 (десять) рабочих дней со дня обращения
субъекта персональных данных или его представителя, либо с даты получения запроса
субъекта персональных данных или его представителя.
10.1.5. В случае получения запроса от уполномоченного органа по защите прав субъектов
персональных данных о предоставлении информации, необходимой для осуществления
деятельности указанного органа, Оператор обязан сообщить такую информацию в
уполномоченный орган в течение 10 (десяти) рабочих дней с даты получения такого
запроса.
10.1.6. В случае выявления неправомерной обработки персональных данных при
обращении или по запросу субъекта персональных данных или его представителя либо
уполномоченного органа по защите прав субъектов персональных данных Оператор
обязан осуществить блокирование неправомерно обрабатываемых персональных данных,
относящихся к этому субъекту персональных данных, с момента такого обращения или
получения указанного запроса на период проверки.
10.1.7. В случае выявления неправомерной обработки персональных данных,
осуществляемой Оператором, последний в срок, не превышающий трех рабочих дней с
даты этого выявления, обязан прекратить неправомерную обработку персональных
данных. Об устранении допущенных нарушений Оператор обязан уведомить субъекта
персональных данных или его представителя, а в случае если обращение субъекта
персональных данных или его представителя либо запрос уполномоченного органа по
защите прав субъектов персональных данных были направлены уполномоченным органом
по защите прав субъектов персональных данных, также указанный орган.
10.2. Субъект персональных данных вправе обратиться с требованием прекратить
передачу (распространение, предоставление, доступ) своих персональных данных, ранее
разрешенных субъектом персональных данных для распространения, к любому лицу,
обрабатывающему его персональные данные, в случае несоблюдения положений
настоящей статьи или обратиться с таким требованием в суд. Данное лицо обязано
прекратить передачу (распространение, предоставление, доступ) персональных данных в
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течение 3 (трех) рабочих дней с момента получения требования субъекта персональных
данных или в срок, указанный во вступившем в законную силу решении суда, а если такой
срок в решении суда не указан, то в течение 3 (трех) рабочих дней с момента вступления
решения суда в законную силу.
10.3. Передача (распространение, предоставление, доступ) персональных данных,
разрешенных субъектом персональных данных для распространения, должна быть
прекращена в любое время по требованию субъекта персональных данных. Данное
требование должно включать в себя фамилию, имя, отчество (при наличии), контактную
информацию (номер телефона, адрес электронной почты или почтовый адрес) субъекта
персональных данных, а также перечень персональных данных, обработка которых
подлежит прекращению. Указанные в данном требовании персональные данные могут
обрабатываться только оператором, которому оно направлено.
10.4. В случае достижения цели обработки персональных данных Оператор обязан
прекратить обработку персональных данных и уничтожить персональные данные в срок,
не превышающий 30 рабочих дней с даты достижения цели обработки персональных
данных, если иное не предусмотрено согласием на обработку персональных данных,
стороной которого является субъект персональных данных.
10.5. Запрещается принятие на основании исключительно автоматизированной
обработки персональных данных решений, порождающих юридические последствия в
отношении субъекта персональных данных или иным образом затрагивающих его права и
законные интересы.
10.6. Режим конфиденциальности персональных данных.
10.6.1. Оператор обеспечивает конфиденциальность и безопасность персональных данных
при их обработке в соответствии с требованиями законодательства Российской
Федерации.
10.6.2. Оператор не раскрывает третьим лицам и не распространяет персональные данные
без согласия на это субъекта персональных данных, если иное не предусмотрено
Федеральным законом.
10.6.3. Лица, осуществляющие обработку персональных данных, обязаны соблюдать
требования регламентирующих документов Оператора в части обеспечения
конфиденциальности и безопасности персональных данных.
10.7. Для обеспечения соблюдения установленных законодательством прав субъектов
персональных данных, в СБИ локальными нормативными актами определен порядок
работы с обращениями и запросами субъектов персональных данных, а также
порядок предоставления субъектам персональных данных информации, установленной
законодательством Российской Федерации в области персональных данных.
10.8. Запросы субъектов должны быть направлены по почте по адресу: Ассоциации СРО
СНО «Стройбизнесинвест», 173001, Новгородская область, г.о. Великий Новгород, г
Великий Новгород, ул. Стратилатовская, д. 17, кабинет 309 или передано нарочно
уполномоченному сотруднику СБИ в месте осуществления деятельности СБИ.
10.9. Работники СБИ не имеют право отвечать на вопросы, связанные с передачей или
разглашением персональных данных по телефону или факсу в связи с тем, что в таком
случае нет возможности идентифицировать личность обращающегося человека.
11. Ответственность за разглашение конфиденциальной информации, связанной с

персональными данными

11.1. Работники СБИ и представители членов СБИ, участвующие в деятельности СБИ,
несут персональную ответственность за разглашение конфиденциальной информации,
связанной с персональными данными.
11.2. Юридические и физические лица, в соответствии со своими полномочиями
владеющие информацией о гражданах, получающие и использующие ее в рамках
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деятельности СБИ, несут ответственность (гражданскую, уголовную, административную,
дисциплинарную) в соответствии с законодательством Российской Федерации за
нарушение режима защиты, обработки и порядка использования этой информации.
11.3. Руководитель, разрешающий доступ работника к конфиденциальному документу,
несет персональную ответственность за данное разрешение.
11.4. Каждый работник СБИ, а также иные лица, участвующие в деятельности СБИ,
получающие для работы конфиденциальный документ, несут личную ответственность за
сохранность носителя и конфиденциальность хранящейся на нем информации.
11.5. Лица, виновные в нарушении норм, регулирующих получение, обработку и защиту
персональных данных, несут ответственность в соответствии с законодательством
Российской Федерации.
11.6. За неисполнение или ненадлежащее исполнение работником СБИ возложенных на
него обязанностей по соблюдению установленного порядка работы со сведениями
конфиденциального характера, СБИ вправе применять меры ответственности,
предусмотренные трудовым законодательством Российской Федерации.

12. Обязанности члена СБИ
12.1. Члены СБИ - юридические лица и индивидуальные предприниматели в целях
правомерной передачи в СБИ данных о своих работниках обязаны предпринять меры:
12.2. Разработать и утвердить Положение о защите персональных данных работников
членов СБИ.
12.3. Получить от каждого работника члена СБИ, данные которого планируются к
передаче в СБИ, или его законного представителя, действующего на основании
соответствующей доверенности, письменное согласие на обработку персональных данных
работника члена СБИ.
12.4. Принять иные необходимые меры по защите персональных данных своих
работников, предусмотренные действующим законодательством Российской Федерации,
при передаче таких данных в СБИ.

13. Защита персональных данных
13.1. Комплекс мер по защите персональных данных направлен на предупреждение
нарушений доступности, целостности, достоверности и конфиденциальности
персональных данных и обеспечивает безопасность информации в процессе деятельности
СБИ. Система защиты персональных данных должна соответствовать требованиям
постановления Правительства от 01.11.2012 № 1119 «Об утверждении требований к
защите персональных данных при их обработке в информационных системах
персональных данных».
13.2. Основными методами и способами защиты информации в информационных
системах персональных данных являются методы и способы защиты информации от
несанкционированного, в том числе случайного, доступа к персональным данным,
результатом которого может стать уничтожение, изменение, блокирование, копирование,
распространение персональных данных, а также иных несанкционированных действий
(далее – методы и способы защиты информации от НСД).
13.3. Выбор и реализация методов и способов защиты информации СБИ осуществляется
в соответствии с рекомендациями регуляторов в области защиты информации – ФСТЭК
России и ФСБ России, с учетом определяемых СБИ угроз безопасности персональных
данных (модели угроз) и в зависимости от класса информационной системы.
Выбранные и реализованные методы и способы защиты информации должны
обеспечивать нейтрализацию предполагаемых угроз безопасности персональных данных
при их обработке.
13.4. Методы и способы защиты информации в информационных системах
персональных данных Оператора должны соответствовать требованиям:
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- приказа ФСТЭК от 18.02.2013 № 21 «Об утверждении Состава и содержания
организационных и технических мер по обеспечению безопасности персональных данных
при их обработке в информационных системах персональных данных»;
- приказа ФСБ от 10.07.2014 № 378 «Об утверждении Состава и содержания
организационных и технических мер по обеспечению безопасности персональных данных
при их обработке в информационных системах персональных данных с использованием
средств криптографической защиты информации, необходимых для выполнения
установленных Правительством Российской Федерации требований к защите
персональных данных для каждого из уровней защищенности» (в случае определения
Оператором необходимости использования средств криптографической защиты
информации для обеспечения безопасности персональных данных).
13.5. СБИ при обработке персональных данных обязана принимать необходимые
организационные и технические меры, в том числе использовать шифровальные
(криптографические) средства для защиты персональных данных от неправомерного или
случайного доступа к ним, уничтожения, изменения, блокирования, копирования,
распространения персональных данных, а также от иных неправомерных действий в
соответствии с требованиями к обеспечению безопасности персональных данных при их
обработке в информационных системах персональных данных, требованиями к
материальным носителям и технологиям хранения таких данных вне информационных
систем персональных данных, установленными Правительством Российской Федерации.
13.6. Защита персональных данных субъекта персональных данных от неправомерного
их использования или утраты обеспечивается СБИ за счет его средств в порядке,
установленном Федеральным законом № 152-ФЗ.
13.7. Мероприятия по защите персональных данных подразделяются на внутреннюю и
внешнюю защиту.
13.8. Внутренняя защита персональных данных:
13.8.1. Регламентация доступа персонала к конфиденциальным сведениям, документам и
базам данных входит в число основных направлений организационной защиты
информации и предназначена для разграничения полномочий между руководителями и
работниками СБИ.
13.9. Для обеспечения внутренней защиты персональных данных субъекта
персональных данных СБИ принимаются меры:
1) ограничение и регламентация состава работников СБИ, функциональные
обязанности которых требуют конфиденциальных знаний;
2) строгое избирательное и обоснованное распределение документов и информации
между работниками СБИ;
3) рациональное размещение рабочих мест работников СБИ, при котором
исключалось бы бесконтрольное использование защищаемой информации;
4) знание работниками СБИ требований нормативно-методических документов по
защите информации и сохранении тайны;
5) наличие необходимых условий в помещении для работы с конфиденциальными
документами и базами данных;
6) определение и регламентация состава работников СБИ, имеющих право доступа
(входа) в помещение, в котором находится вычислительная техника;
7) организация порядка уничтожения информации;
8) своевременное выявление нарушения требований разрешительной системы доступа
работниками СБИ;
9) разъяснительная работа с работниками СБИ по предупреждению утраты ценных
сведений при работе с конфиденциальными документами.
13.10. Внешняя защита персональных данных:
13.10.1. Для обеспечения внешней защиты персональных данных субъекта
персональных данных предпринимаются меры:
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1) соблюдение порядка приема, учета и контроля деятельности посетителей;
2) наличие технических средств охраны, сигнализации;
3) наличие охраны зданий, помещений;
4) соблюдение требований к защите информации при интервьюировании и
собеседовании.
13.11. Защита персональных данных субъекта персональных данных на электронных
носителях:
1) Все папки, содержащие персональные данные субъекта персональных данных,
должны быть защищены паролем, который сообщается только тем работникам СБИ,
которым это необходимо для выполнения своих служебных обязанностей.
2) Все лица, связанные с получением, обработкой и защитой персональных данных,
обязаны подписать обязательство о неразглашении персональных данных субъектов
персональных данных.
13.12. По возможности, персональные данные обезличиваются.

14. Заключительные положения

14.1. Иные права и обязанности СБИ определяются законодательством Российской
Федерации в области персональных данных.
14.2. Работники СБИ, виновные в нарушении требований Закона о персональных
данных, несут предусмотренную законодательством Российской Федерации
ответственность.
14.3. Настоящая Политика вступает в силу с момента ее утверждения в новой редакции
Советом СБИ, водится приказом исполнительного директора и действует бессрочно.
14.4. СБИ проводит пересмотр положений настоящей Политики и их актуализацию по
мере необходимости, а также:
a) при изменении нормативной базы, затрагивающей принципы и/или процессы обработки
персональных данных в СБИ;
b) при создании новых или внесении изменений в существующие процессы обработки
персональных данных.
14.5. Решения об утверждении Политики, о признании ее утратившей силу должны
быть, в соответствии с частью 4 статьи 7 Федерального закона № 315-ФЗ, размещены на
официальном сайте СБИ в информационно-телекоммуникационной сети Интернет
srosbi.ru в течение 5 (пяти) рабочих дней со дня, следующего за днем наступления
события, повлекшего за собой такие изменения, и направлены на бумажном носителе или
в форме электронных документов (пакета электронных документов), подписанных СБИ с
использованием усиленной квалифицированной электронной подписи, в федеральный
орган исполнительной власти, уполномоченный на осуществление государственного
надзора за деятельностью саморегулируемых организаций в области строительства,
реконструкции, капитального ремонта объектов капитального строительства.



14

Лист ознакомления
с Политикой об обработке персональных данных

№
п/п ФИО Должность Подпись, дата


